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	Schemus Disclosure Agreement
In order to comply with the import and export laws of the United Kingdom, the United States, and other nations, MessageLabs, now a part of Symantec Corporation, is required to request that an employee of your company, who is authorized to represent the company (i.e., a Director or senior manager) review and take action on the following statements with reference to the Schemus Tool


1. Read the following Schemus Tool Statement

“You acknowledge that the Software and related technical data and services (collectively "Controlled Technology") is subject to the import and export laws of the United Kingdom, the United States (specifically the U.S. Export Administration Regulations (EAR)), and the laws of any country where Controlled Technology is imported or re-exported.  You agree to comply with all relevant laws and will not export any Controlled Technology in contravention to U.S. law nor to any prohibited country, entity, or person for which an export license or other governmental approval is required.  All MessageLabs, now a part of Symantec Corporation (“Symantec”), and Symantec product is prohibited for export or re-export to Cuba, North Korea, Iran, Syria and Sudan and to any country subject to relevant trade sanctions.  YOU ACKNOWLEDGE THAT USE OR FACILITATION OF MESSAGELABS AND SYMANTEC PRODUCTS IN CONNECTION WITH ANY ACTIVITY INCLUDING, BUT NOT LIMITED TO, THE DESIGN, DEVELOPMENT, FABRICATION, TRAINING, OR TESTING OF CHEMICAL, BIOLOGICAL, OR NUCLEAR MATERIALS, OR MISSILES, DRONES, OR SPACE LAUNCH VEHICLES CAPABLE OF DELIVERING WEAPONS OF MASS DESTRUCTION IS PROHIBITED, IN ACCORDANCE WITH U.K., U.S., AND OTHER APPLICABLE NATIONAL LAWS.
Additionally, you acknowledge that you will not download, utilize, or transfer, even temporarily, the Schemus software to or within any of the following non-approved countries: Afghanistan, Angola, Armenia, Azerbaijan, Bosnia and Herzegovina, Burma, Burundi, Cuba, China, Democratic Republic of Congo, Eritrea, Ethiopia, Iran, Iraq, North Korea, Liberia, Libya, Nigeria, Rwanda, Sierra Leone, Somalia, Sudan, Syria, Tanzania, Uganda and Zimbabwe. 
Also, you agree that you will not transfer the Schemus software to any other company, or to any individual that is not an employee of your company. You agree it is your responsibility to confirm whether or not an export license is required from the relevant jurisdiction in the event that you make a permitted transfer of the Schemus software.”
2. If you are in agreement with the above statement, please complete the required fields below and return this disclosure agreement to addressregistration@messagelabs.com  Receipt, validation and response typically takes 1-2 business days.
“I acknowledge the export compliance statement provided by MessageLabs, now a part of Symantec Corporation. 
I confirm that we will not download, utilize nor further transfer, even temporarily the Schemus software to or within any of the following non-approved countries: Afghanistan, Angola, Armenia, Azerbaijan, Bosnia and Herzegovina, Burma, Burundi, Cuba, China, Democratic Republic of Congo, Eritrea, Ethiopia, Iran, Iraq, North Korea, Liberia, Libya, Nigeria, Rwanda, Sierra Leone, Somalia, Sudan, Syria, Tanzania, Uganda and Zimbabwe. 
Furthermore, our company will not transfer the Schemus software to any other company, or to any individual that is not an employee or our company and is fully aware of the regulatory restrictions acknowledged.” 
Signed,      
[provide name of employee with authorization to sign on behalf of the customer’s company].
All the fields below are required for Schemus software access to be validated; please note you may provide the name of more than one individual, if needed. 
Contact Name:
Contact Job Title:       


Account ID (default ClientNet login): 
Contact Telephone Number:      





Contact Email Address (must be specific to contact, cannot accept general mailboxes):      
Schemus download address (building, suite/floor, street, city, state, postal code, country; please note post office box address is insufficient and will result in a denied disclosure):      
Date Entering Agreement: 
Select Services in which Schemus will be used:





Email Security Services, Address Registration
     

Email Security Services, Content Control
     

Web Security Services, URL Filtering

     



Instant Messaging Security Service

     
Select version of Schemus required for download:

Windows

Linux


Solaris


Select which service(s) Schemus synchronization will occur between your active directory and assigned ClientNet account: 

Email Security Address Registration
(mail key)


Email Security Content Control

(users & groups key) 

Web Security URL Filtering

self-generate users & groups via ClientNet

Instant Messaging Security 

(users & groups key)

None




(extraction use only)

*Please Note, if you are able to self-generate a users & groups key via your ClientNet account, it may also be used for Email Security Content Control and Instant Messaging Security Service(s)*

3.  The named individual(s) above will be contacted within 1-2 business days of submission

The Address Registration team will log the following in its data repository: (i) customer request, (ii) action taken, (iii) a copy of the customer-provided Schemus disclosure agreement acknowledgement received via e-mail  and (iv) a copy of the approving or disapproving letterthat is then transmitted back to the customer. If approved, the customer will receive temporary access to download the Schemus tool; Schemus tool access credentials change monthly.
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